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1. **Basic user commands**

Connect the test machine to the development board by using a USB cable, open the UART tool, and connect to the correct COM port. After the development board is powered on and started correctly, commands are transmitted through the UART tool, and the development board can complete corresponding operations according to the commands.

In this manual, < > indicates that this option is mandatory, and [] indicates that this option is optional. Note that commands are strictly distinguished between uppercase and lowercase letters.

1.1. **help**

This command has no options.

As shown in *Figure 1-1. Help command*, the help command will list all the commands supported by the development board.

**Figure 1-1. Help command**

```
# help
COMMAND LIST:
----------------
 wifi_open
 wifi_close
 wifi_scan
 wifi_set_ip
 wifi_connect
 wifi_disconnect
 wifi_status
 wifi_rssi
 wifi_set_channel
 wifi_mac_addr
 wifi_ps
 wifi_ap
 wifi_ap_adv
 wifi_stop_ap
 mem_status
 ping
 join_group
 iperf
 iperf3
 exit
 reboot
 help
```
1.2. **wifi_open**

This command has no options.

This command is used to enable wifi. Other wifi-related commands take effect only when wifi is enabled. After the development board is started correctly, wifi is turned on by default, so there is no need to execute this command to turn on wifi repeatedly. This command is usually paired with wifi_close to turn wifi back on after wifi_close has turned it off.

As shown in [Figure 1-2. wifi_open command](#), after wifi is closed, execute wifi_open, wifi will be opened, and MAC address will be printed through the serial port; If wifi is enabled, the serial port will prompt that wifi is enabled.

![Figure 1-2. wifi_open command](#)

1.3. **wifi_close**

This command has no options.

This command disables wifi. After that, some commands, such as wifi_scan and wifi_connect, cannot be executed.

Under different circumstances, the execution results of commands are different, as follows:

- If the development board is connected to the AP, the development board will be disconnected from the AP, and then the wifi will be turned off.
- If the development board is not connected to the AP, turn off the wifi directly;
- If the development board is in softAP mode and STA is connected to the development board, the connection will be disconnected and the wifi will be turned off.
- If the development board is in softAP mode, and no STA connection, then directly close the wifi;
- If wifi is disabled, the serial port will prompt that wifi is disabled.
1.4. **reboot**

This command has no options.

After this command is executed, the development board restarts, and the serial port displays startup information. This command is similar to the reset button.

1.5. **wifi_scan**

This command has no options.

After this command is executed, the serial port prints the AP information scanned by the development board. As shown in [Figure 1-3. wifi_scan command], it includes SSID, channel, encryption mode, Network (BSS type), Rate, RSSI and BSSID.

![Figure 1-3. wifi_scan command](image)

1.6. **wifi_mac_addr**

- **Usage:** `wifi_mac_addr [MAC address]`

This command is used to display or temporarily change MAC addresses, the temporary change address becomes invalid after the chip is powered off or reset.

- `wifi_mac_addr`
The serial port will print the current MAC address of the development board.

- wifi_mac_addr <MAC address>

<MAC address> is a temporary MAC address in the format of 11:22:33:aa: bb:cc, for example:


Before EFUSE is configured with a MAC address, the wifi MAC address in the SDK is fixed. If multiple development boards are tested at the same time, MAC addresses may conflict with each other. In this case, this command could change MAC addresses temporarily.

1.7. wifi_connect

- Usage: wifi_connect <SSID> [PASSWORD]

When this command is used to connect to the AP, the development board must be in station mode (the default mode of the development board).

- wifi_connect <SSID>

Used to connect to an AP that is not encrypted.

- wifi_connect <SSID> <PASSWORD>

Used to connect to an AP that is encrypted.

The connection process is shown in Figure 1-4. wifi_connect command. The serial port prints the connection process information, there is one more handshake interaction when connecting to an encrypted AP than an unencrypted AP. At the same time, if the wifi_connect command is executed when the AP is already connected, the development board will disconnect from the original AP and then connect to the new AP.
1.8.  wifi_disconnect

This command has no options.

After this command is executed, the development board will be disconnected from the AP.

1.9.  wifi_status

This command has no options.

After this command is executed, the serial port will print the wifi status of the current development board. As shown in Figure 1-5. wifi_status command, it is divided into two parts, WIFI Status and Network Interface Status.

There are four status of WIFI Status: Closed (WIFI is closed), Opened (WIFI is opened), Connected (AP is connected), and AP Started (softAP mode is enabled, the default mode is station mode). The four status add different information. Connected indicates information about connected APs, including SSID, channel, and bandwidth. AP Started indicates
information about its AP. Opened and Closed have no additional information. Network Interface Status indicates the MAC address, IP, and Gateway of the development board. The last two values are valid only when the WIFI Status is Connected and AP Started.

**Figure 1-5. wifi_status command**

```bash
# wifi_status
WIFI Status: Opened

Network Interface Status
------------------------
MAC: [76:ba:ed:00:00:00c]
IP: [0.0.0.0]
GW: [0.0.0.0]
```

```bash
# wifi_status
WIFI Status: Connected

Network Interface Status
------------------------
MODE: STATION
SSID: SmartLife-9568
CHANNEL: 1
BW: 20M
MODE: G
SECURITY: Open
BSSID: 82:7d:3a:04:95:68
RSSI: -63 dbm
```

```bash
# wifi_status
WIFI Status: AP Started

Network Interface Status
------------------------
MODE: AP
SSID: asdf
CHANNEL: 3
SECURITY: WPA2
PASSWORD: 12345678
```

```bash
# wifi_status
WIFI Status: Connected

Network Interface Status
------------------------
MAC: [76:ba:ed:00:00:12]
IP: [192.168.175.4]
GW: [192.168.175.1]
```
1.10. **wifi_rssi**

This command has no options.

The real-time RSSI value of the AP connected to the development board can be obtained by executing this command. Therefore, the AP needs to be connected before executing this command.

1.11. **mem_status**

This command has no options.

After this command is executed, the serial port prints the current system memory status.

1.12. **exit**

This command has no options.

After this command is executed, the system leaves the command operation mode. Need to Wait 10 seconds before entering again and continuing to execute commands.

1.13. **ping**

- **Usage:** ping <target_ip | stop> [-n count] [-l size] [-i interval] [-t total time]

This command is used to perform a ping test.

In the parameters of the command, count is the number of ping packets. size indicates the packet length in byte. interval is the interval for sending packets in ms. total time Indicates the total running time in seconds. By default, count is 5, size is 120, interval is 10, and total time is not used. If you use the total time option, the count and interval options do not work. interval defaults to 1000, and count is the same as total time.

The usage of ping is shown in **Figure 1-6, ping command**.
This command is used to stop ping test, as shown in Figure 1-7, ping stop command.
1.14. **wifi_set_channel**

- Usage: `wifi_set_channel <channel> [bandwidth] [offset]`

This command is used to set the channel that the development board listens to. The usage method is shown in *Figure 1-8. wifi_set_channel command*.

- `wifi_set_channel <channel>`

  Set only channel. The default value of bandwidth is 0 (20M) and offset is 0.

- `wifi_set_channel <channel> <bandwidth>`

  Set channel and bandwidth, offset according to the former two adaptive settings.

- `wifi_set_channel <channel> <bandwidth> <offset>`

  Set channel, bandwidth, and offset.

*Figure 1-8. wifi_set_channel command*

```
# wifi_set_channel
Usage: wifi_set_channel <channel> [bandwidth] [offset]
  channel: 1 - 14
  bandwidth: 0: 20M, 1: 40M, default 0
  offset: 1: 2nd channel above, 3: 2nd channel below (only use for 40M, 20M will ignore)
#
# wifi_set_channel 7
set primary channel to 7, bandwidth is 0, channel offset is 0
#
# wifi_set_channel 11 1
set primary channel to 11, bandwidth is 1, channel offset is 3
#
# wifi_set_channel 5 1 3
set primary channel to 5, bandwidth is 1, channel offset is 3
```

**Note:** When the STA is already connected to an AP, if you use this command to switch the STA to a channel that is inconsistent with the working channel of the AP, the command will be executed smoothly. However, the STA will be disconnected from the AP, and then try to reconnect to the AP, and switch to the original channel again.
1.15.  
**join_group**

- Usage: `join_group <MulticastIP>`

After executing this command the development board will join a multicast group. The development board must be connected to the AP before executing this command. Such as:

- `join_group 224.0.0.5`

At this point, using sniffer can catch the development board issued IGMP protocol package.

1.16.  
**wifi_ps**

Usage: `wifi_ps <0 or 1, 2>`

0: The power Save mode is disabled;
1: Enable the Power Save mode, wifi sleep and CPU not sleep;
2: Enable the Power Save mode, wifi sleep and CPU in deep sleep;

1.17.  
**iperf3**

This command calls iperf3 to test the network speed. Here are the relevant options for iperf3 (note the letter case).

1.17.1.  
**iperf3 -v**

The serial port will print the iperf3 version information of the SDK

1.17.2.  
**iperf3 -h**

As is shown in *Figure 1-9. iperf3 –h command*, the serial port will print out options related to the iperf3 command.
1.17.3. **iperf3 -s [options]**

- **iperf3 -s**

  This time iperf3 is running in server mode and listening for TCP/UDP. The other options are the default value.

- **iperf3 -s -p <port>**

  Set the port on which the server listens, the value range of port from 0 to 65535, the default value is 5201.

  For example: iperf3 -s -p 5003

  The server listens on port 5003.

- **iperf3 -s -i <interval>**

  Set the serial port printing of test results interval(The Interval column) in seconds. The value range from 0.1 to 60, or 0. When the value is set to 0, the periodic report is not printed and only the final test results are output. The default value is 4.

  For example: iperf3 -s -i 0.5

  The test result is printed over the serial port every 0.5 seconds.

1.17.4. **iperf3 -c <host> [options]**

- **iperf3 -c <host>**

  This time iperf3 is running in tcp client mode and all other options are default, host is the IP address of the iperf3 server.

- **iperf3 -c <host> -u**
With this option iperf3 runs in UDP client mode, otherwise TCP is default. This option is usually used in conjunction with the -b option to specify the data bandwidth to be sent.

- iperf3 -c <host> -p <port>
  Set the port on which the client connects to the same port on which the server listens.

- iperf3 -c <host> -i <interval>
  The -i option is set the same as that on the server.

- iperf3 -c <host> -b <bandwidth/number>
  The unit of bandwidth is bits/sec and the format is data[KMG]. For example, 50K, 50k, or 50000, the bandwidth is 50Kbits/sec. When bandwidth is 0, there is no limit. By default, it is 1 Mbit/sec for UDP and unlimited for TCP.

- iperf3 -c <host> -b <bandwidth>
  If "/number" is not added after bandwidth, iperf3 calculates the number of packets that need to be sent per second to reach the specified bandwidth based on the length of each packet, and then sends each packet at an average interval.

For example: iperf3 -c 192.168.3.132 -u -b 200k

- iperf3 -c <host> -b <bandwidth/number>
  When "/number" is added to the end of bandwidth, iperf3 will enter burst mode and continuously send a specified number of data packets at one time. There is no interval between them, but there is an interval between each batch and the interval is even.

For example: iperf3 -c 192.168.3.132 -u -b 200k/60

- iperf3 -c <host> -t <time>
  Set the data transfer time in seconds. The default value is 10.

- iperf3 -c <host> -l <length>
  Set the length of the read and write buffer (unit: byte) in the format of data[KMG], which is the same as the -n option. The value cannot exceed 1472 in udp mode and 1460 in tcp mode.

**Note:** Either iperf3-s [options] or iperf3 -c <host> [options], the options above can be used together.

### 1.17.5. iperf3 stop

This command can stop the iperf3 test.

### 1.17.6. iperf3 test example

- The development board and the test machine connect to the same AP, and then check
their IP.
- The development board uses wifi_connect command to connect to the AP, and wifi_status command to view the IP address.

The test machine opens the iperf3 command window and starts the test.
- The server executes the command first: `iperf3 -s -p <port> -i <interval>`
- The client executes the command immediately: `iperf3 -c <host> -l <length> -p <port> -i <interval> -u -b <bandwidth/number> -t <time>.
- The `-l`, `-p`, `-i`, `-u`, `-b`, and `-t` options are optional. The `-p` option must be used by both server and client and has the same value. The `-i` option can be used at the different time and the value can be different.
- For example:
  - `iperf3 -s -p 5004 -i 1`
  - `iperf3 -c 192.168.1.104 -l 1460 -p 5004 -i 2 -t 20 //TCP`
  - `iperf3 -c 192.168.1.104 -l 1472 -p 5004 -i 4 -t 30 -u -b 50M //UDP`

When the command is executed by the server, a print message will be seen in the window to tell us that the server is open and listening in the corresponding port. When the command is executed by the client, the test machine and the development board will print the test information at the same time.

1.18. `iperf`

The iperf calls iperf2 command to test the network speed. The iperf runs in TCP mode by default. If testing UDP, the `-u` option must be used. Here are the relevant options for the command (note the letter case).

1.18.1. `iperf –h`

As is shown in **Figure 1-10, iperf –h command**, The serial port will print out the iperf2-related command options.
Figure 1-10. `iperf -h` command

```
# iperf -h
Usage:
  iperf [-s]|-c host|exit|-h] [options]
Client/Server:
  -u # use UDP rather than TCP
  -i # seconds between periodic bandwidth reports
  -l # length of buffer to read or write (default 1460 bytes)
  -p # server port to listen on/connect to (default 5001)
Server specific:
  -s # run in server mode
Client specific:
  -b # bandwidth to send at in bits/sec (default 1 Mbit/sec, implies -u)
  -S # set the IP 'type of service'
  -c <host> run in client mode, connecting to <host>
  -t # time in seconds to transmit for (default 10 secs)
```

### 1.18.2. `iperf -s` [options]

- `iperf -s`
  
  This time `iperf2` runs in tcp server mode, and the other options are the default values.

- `iperf -s -u`
  
  This time `iperf2` runs in udp server mode, and the other options are the default values.

- `iperf -s -i <interval>`
  
  Set the interval (The Interval column) of the test result printed over the serial port, the unit is second. The value is an integer (Non-integers are rounded down) ranging from 1 to 3600. The default is 1.

- `iperf -s -l <length>`
  
  Set the length of the read/write buffer in byte, the default value is 1460bytes. The maximum value is 2380 for udp and 4380 for tcp. In real tests, the recommended values are 1472 for UDP and 1460 for TCP.

- `iperf -s -p <port>`
  
  Set the port on which the server listens. Port range from 0 to 65535 and default value is 5001.

### 1.18.3. `iperf -c <host>` [options]

- `iperf -c <host>`
  
  This time `iperf2` is running in tcp client mode and the other options are the default values, host is the IP address of the `iperf2` server.

- `iperf -c <host> -u`
This time iperf2 is running in udp client mode and the other options are the default values, host is the IP address of the iperf2 server.

- iperf -c <host> -i <interval>
- iperf -c <host> -l <length>

The -l and -i options are the same as those on the server.

- iperf -c <host> -p <port>

Set the port on which the client connects to the same port on which the server listens.

- iperf -c <host> -b <bandwidth>

The unit of bandwidth is bits/sec and the format is data[KMG]. For example, 50K, 50k, or 50000, the bandwidth is 50Kbits/sec. When bandwidth is 0, there is no limit. The default value is 1 Mbit/sec. This parameter is available only in UDP mode.

- iperf -c <host> -t <time>

Set the total transfer time. The default value is 10 seconds.

- iperf -c <host> -S <number>

Set the service type of the out of stack packet. The number range from 0 to 255. It can be a hexadecimal (0x prefix) or a decimal, such as 0x16 = 22.

### 1.18.4. iperf exit

This command terminates the iperf2 test.

### 1.18.5. iperf2 test example

- The development board and the test machine connect to the same AP, and then check their IP.
  - The development board uses the wifi_connect command to connect to the AP, and wifi_status command to view the IP address.
  - The test machine opens the iperf2 command window and starts the test.
  - Server executes the command first:
    - iperf -s -p <port> -i <interval> -l <length> //TCP
    - iperf -s -p <port> -i <interval> -l <length> -u //UDP
  - Client executes the command immediately:
    - iperf -c <host> -l <length> -p <port> -i <interval> -b <bandwidth/number> -t <time> -S <number> //TCP
    - iperf -c <host> -l <length> -p <port> -i <interval> -u -b <bandwidth/number> -t <time> -S <number> //UDP
  - The -l, -p, -i, -u, -b, -t, and -s options are optional.
  - **!!Note:** The -p option must be used by both server and client and have the same
value; The -i option can be used at the different time on the server and the client, and the value can be different. The -u option must be used by both server and client.

- For example:
  - iperf -s -p 5004 -i 1 //TCP
  - iperf -s -p 5004 -i 1 -u //UDP
  - iperf3 -c 192.168.1.104 -l 1460 -p 5004 -i 2 -t 20 -S 0xe0 //TCP
  - iperf3 -c 192.168.1.104 -l 1472 -p 5004 -i 4 -t 30 -S 0xe0 -u -b 50M //UDP

When the command is executed by the server, a print message will be seen in the window to tell us that the server is open and listening in the corresponding port. When the command is executed by the client, the test machine and the development board will print the test information at the same time.

1.19. wifi_ap

- Usage: wifi_ap <SSID> <PASSWORD> <CHANNEL>

This command is used to set the board to softap mode. The usage is shown in Figure 1-11. wifi_ap command. SSID does not support Chinese characters, and PASSWORD is encrypted by WPA2 by default.

Figure 1-11. wifi_ap command

```
# wifi_ap
Usage: wifi_ap <SSID> <PASSWORD> <CHANNEL>
<SSID>: The length should be less than 32.
<PASSWORD>: The length should be between 8 and 63.
#
# wifi_ap asdf 12345678 1
wifi netlink: starting softap ...
wifi netlink: softap asdf started!
```

1.20. wifi_ap_adv

Usage: wifi_ap_adv <SSID> [PASSWORD] [CHANNEL] [HIDDEN]

This command sets the development board to softap mode. The usage is shown in Figure 1-12. wifi_ap_adv command. If password is not set, the AP encryption mode is open. If password is set, the AP encryption mode is WPA2. Channel defaults to 1; The parameter hidden is 0 by default. When hidden is 1, the AP does not broadcast SSID and other devices cannot detect the AP.
Figure 1-12. wifi_ap_adv command

```
# wifi_ap_adv
Usage: wifi_ap_adv <SSID> [PASSWORD] [CHANNEL] [HIDDEN]
<SSID>: len <= 32
[PASSWORD]: len > 8 && len <= 63
[CHANNEL]: 1-13
[HIDDEN]: 0 or 1
```

**Note**: This command can be optional in square brackets, but the order cannot be wrong, for example: If PASSWORD is not configured, CHANNEL and HTDDEN cannot be configured. Commands are parsed in order, if the PASSWORD field cannot be parsed successfully, subsequent parameters cannot be parsed successfully.

1.21. **wifi_stop_ap**

This command has no options.

This command is used to stop softAP mode and convert it to station mode.

1.22. **wifi_set_ip**

Usage: wifi_set_ip dhcp |<ip_addr> <gate_way> <net_mask>

This command is used to set the static IP address of the development board or set it to the DHCP mode, the usage is shown in Figure 1-13. wifi_set_ip command.

**Figure 1-13. wifi_set_ip command**

```
# wifi_set_ip
wifi_set_ip: invalid input
Usage: wifi_set_ip dhcp |<ip_addr> <gate_way> <net_mask>
dhcp: get ip from dhcp
ip_addr: ipv4 addr needed to set. eg: 192.168.0.123
gate_way: eg: 192.168.0.1
net_mask: eg: 255.255.255.0
```

1.23. **AT**

After this command is executed, the system enters the AT command mode. In this mode, only a series of commands related to AT can be executed, and other commands cannot be executed.

For details about the AT command, please refer to <GD32W51x AT Command User Guide>.
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